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## Marco normativo

## Objetivo

Establecer lineamientos para la aplicación de mecanismos confiables para llevar a cabo las actividades de respaldo y restauración de información propiedad de la Organización.

## Alcance

Equipos de operación crítica como servidores, base de datos, sistemas de bitácoras de operación y de sistemas, que se encuentren en un centro de datos o en ambientes tipo nube.

Los datos a respaldar dependerán del tipo de operación, contemplando de manera principal los siguientes:

* Código fuente
* Bitácoras de sistema operativo
* Bitácoras de operación (transacciones)
* Bases de datos
* Archivos importantes

## Política

Descripción general de la política

* 1. **Políticas para la administración de respaldos y restauración de información**
     1. **Información a ser respaldada**
     2. **Respaldo de configuración base**
     3. **Retención de información respaldada**
     4. **Definición de carpetas a ser respaldadas**
     5. **Verificación de la integridad de los respaldos**
     6. **Pruebas Regulares para los medios de almacenamiento de datos**
     7. **Autorización para el uso de respaldos**
     8. **Resguardo de respaldos**
     9. **Registro de medios de almacenamiento**
     10. **Destrucción de medios de almacenamiento**

## Elaboración y aprobación

| **Nombre y Cargo** | **Fecha** | **Rol** |
| --- | --- | --- |
|  |  | Revisó y Aprobó |

## Historial de cambios

| **Revisión** | **Descripción del cambio** | **Responsable** | **Fecha** |
| --- | --- | --- | --- |
| 01 | Creación de documento |  |  |